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Tech Note 790
Troubleshooting Wonderware Information Server (WIS) 
Part Two: Factory Alarms

All Tech Notes, Tech Alerts and KBCD documents and software are provided "as is" without warranty of any kind. See the Terms of Use for more information.

Topic#: 002573
Created: August 2011

Introduction

WIS Factory Alarms, include both current and historical, rely on the correct SQL Server, NT Service and IIS settings.

In this Tech Note, we will present real-world cases to discuss each of the settings in detail.

Application Versions

WIS 4.0 and later

Windows 2003 Server SP2

Windows 2008 Server

Real-World Examples and Scenarios

Let’s start by discussing the common issues we have with real-world cases. Click on the following links to read details.

Expanding the Factory Alarms node in WIS Launch Pad Displays a popup message box with “URL cannot be resolved…”

Can expand the Factory Alarms node but no History, Current or Both Alarms are Visible

Expanding the Factory Alarms node in WIS Launch Pad Displays a Popup Message Box with “URL cannot be resolved…”

Since WIS 3.0, SuiteVoyager Database contains two .NET assemblies: DataSourceTVF and SDSLibrary.

These two assemblies allow for consistent configuration of Data Source for use by all WIS applications databases:

Alarm

Historian

Production

Reporting

OLEDB

Others

Wonderware Tech Support Engineers have seen a number of cases where the WIS Configurator did not configure these two assemblies for the SuiteVoyager database in both SQL Server 2005 and 2008.

You can verify this configuration defect from the Object Explorer panel (Figure 1 below).
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FiGure 1: MissiNG twO WIS Assemblies

As a workaround, use the following procedure to configure the two assemblies manually.

1. Open Regedit and take note of the value of the PortalRootFolder under the registry key 

HKEY_LOCAL_MACHINE\SOFTWARE\Wonderware\SuiteVoyager\PortalInfo

The default installation value is C:\inetpub\wwwroot\Wonderware\.

2. Open the DOS Command Prompt and record the output (ex. magellandev2000\wwuser) of the following DOS command: 

whoami

3. Open a SQL Server Query window on the machine where the SuiteVoyager database is installed.

4. Copy the following SQL script into the Query window.

================================================================================
USE [SuiteVoyager]
GO
IF OBJECT_ID(N'AlarmDataSources') IS NOT NULL DROP FUNCTION AlarmDataSources
GO
IF OBJECT_ID(N'AlarmDataProvider') IS NOT NULL DROP FUNCTION AlarmDataProvider
GO 
IF EXISTS(SELECT * FROM sys.assemblies WHERE NAME = 'DataSourceTVF') BEGIN DROP ASSEMBLY DataSourceTVF 
END
GO
ALTER DATABASE SuiteVoyager SET TRUSTWORTHY ON
GO
SELECT owner_sid FROM sys.databases WHERE database_id=DB_ID()
SELECT sid FROM sys.database_principals WHERE name=N'dbo' 
ALTER AUTHORIZATION ON Database::SuiteVoyager TO "magellandev2000\wwuser"

CREATE ASSEMBLY DataSourceTVF FROM 'c:\Program Files\Wonderware\SuiteVoyager\SDSManager\DataSourceTVF.dll'
WITH PERMISSION_SET = UNSAFE
GO
sp_configure 'xp_cmdshell', '1' 
GO 
RECONFIGURE
exec master..xp_cmdshell 'osql -E -i "c:\Program Files\Wonderware\SuiteVoyager\SDSManager\DataForNewProvider.sql"'
GO
exec master..xp_cmdshell 'osql -E -i "c:\Program Files\Wonderware\SuiteVoyager\SDSManager\CreateLinkedServer.sql"'
GO
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exec master..xp_cmdshell 'osql -E -i "c:\Program Files\Wonderware\SuiteVoyager\SDSManager\CreateFunction.sql"'
GO
================================================================================

Note: The strings in black + bold font are from items 1 and 2 above.

After running the SQL script, you should see the following result and the Factory Alarms node in the Launch Pad should be also expandable for list of configured Factory Alarms.

Please contact Wonderware Technical Support if you still cannot see the Factory Alarms for any reason.

FiGure 2: SQL QuerY ReturN

Can Expand the Factory Alarms Node but No History, Current (or either type) Alarms are Visible

The WIS Factory Alarms subsystem includes two individual sections.

History Alarm: Contains a Web Service mechanism which has SvSQLProvider (IIS virtual directory) and DHFramework (directory that 
holds a bunch of COM components).

Current Alarm: Contains a Windows service (wwsvalmsvc, Wonderware SuiteVoyager Alarm Consumer) and a COM+ component (Wonderware.SvAlarmFilter).

We'll analyze each section.

History Alarm Check Points

Web Service Definition file – WSDL file

You should see a list of the predefined Web methods.

Test this by using the following URL in any WIS client IE’s Address Bar:

http://[WIS_Server]/SvSQLProvider/sqlprovider.wsdl

This URL should return a relatively large XML content file, which lists the Web methods. Figure 3 (below) shows an XML snippet from the file.

mailto:wwsupport@invensys.com
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FiGure 3: XML SNippet ReturNed FrOm sqlprOvider.wsdl

Web Service Authentication

Because Web Service should allow various people to access it, the WIS Configurator enables the Anonymous Authentication to both SvSQLProvider and DHFramework. You can verify this by reviewing the following
graphics (Figure 4 and 5 below).
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FiGure 4: WiNdOws 2003 IIS ChecKiNG

FiGure 5: WiNdOws 2008 IIS ChecKiNG

Current Alarm Check Points

Wonderware SuiteVoyager Alarm Consumer Service

The Wonderware SuiteVoyager Alarm Consumer service communicates with the Alarm Providers, such as InTouch or Application Server. The service must be started.
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FiGure 6 Alarm CONsumer Service

Wonderware SuiteVoyager COM+ Application

Wonderware.SvAlarmFilter, one of the components in the COM+ Application, must be configured correctly. This component is a bridge that connects the ASP page to the Alarm Consumer Service.

FiGure 7: MaKe Sure the SecuritY SettiNGs Are the Same

If You Still Do Not See History and Current Alarms
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There are still some reasons that cause the Alarms to not show up. However, detailed troubleshooting procedures are beyond the scope of this Tech Note.

This section lists steps that will help to collect runtime information for analysis by Wonderware Technical Support. One History Alarms troubleshooting example is provided as case study.

Backup the SuiteVoyager and WWALMDB databases

Note: If these two databases are not in the same nodes, make sure that your Distributed Alarm Query uses the node name where the WWALMDB database is.

Use the SQL Server Profiler on the corresponding node

1. Add the two items below in the SQL Profiler’s Column Filters and following the steps listed in the Figure 8.

Net SqlClient Data Provider

Internet Information Services

FiGure 8: Prepare CatchiNG RuNtime INfOrmatiON

2. Erase the current Profiler Trace.

3. Start catching the History Alarms Trace
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FiGure 9: ReadY tO cOllect PrOfiler Trace fOr HistOrY LiNK

4. Save the History Alarms Trace to a file (Figure 10 below).

FiGure 10: Save the HistOrY Alarm Trace tO a File

5. Repeat the above steps but Trace the Current Alarm.

6. Send SuiteVoyager and WWALMDB database backup files and the above Profiler Trace files to Wonderware Technical Support.

mailto:wwsupport@invensys.com
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Troubleshooting Case Study – No History Alarms

In this case, we cannot find anything obviously wrong in our regular diagnostic checklist, such as IIS and COM+ settings.

We know that History Alarms are retrieved by getting Alarm data from the WWALMDB database and presenting that data in an ASP page. The error message in Figure 11 (below) tells us that there is something
wrong during data retrieval.

FiGure 11: NO HistOrY Alarms

From the SQL Profiler output, we notice that the following SQL query does not return any rows if we run it from the SQL Query Tool.

SELECT * FROM v_AlarmEventHistoryInternal
WHERE Type <> 'NONE' 
AND ((lower(Provider)=lower('localhost\intouch'))) 
AND EventStampUTC >= CONVERT(DATETIME,'2011-8-22 4:8:11',120) 
AND EventStampUTC <= CONVERT(DATETIME,'2011-8-23 4:8:11',120) 
ORDER BY EventStampUTC DESC

However, if we just run the basic Query without any conditions (below), rows are returned (Figure 12 below).

SELECT * FROM v_AlarmEventHistoryInternal

Further, we found that the value of the Provider in the returned rows is IOMLKF29287D\InTouch (Figure 12 below).
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FiGure 12: NON-cONditiON SQL QuerY Results

Why there is no any single row returned if we run the above full SQL Query?

After some analysis, we found that one of the full SQL Query conditions is

((lower(Provider)=lower('localhost\intouch)))

Obviously, localhost is root cause of this non-History Alarms issue.

We re-visit the WIS Factory Alarm Manager on MyAlarm1, the value of Distributed Alarm Query is \\localhost\intouch!$system.

Modify localhost to IOMLKF29287D and save the update. You should see the History Alarms right away.

FiGure 13:Alarm Data is Visible with COrrected QuerY Parameters

Known Issue for the Current Factory Alarms
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If WIS and InTouch View are running on the same machine that runs Windows 2008 (Vista and Windows 2007 are same), the current factory alarms may no longer work. This issue is currently in testing and will be
documented in Part 3 of this series.

Conclusion

The Wonderware Factory Alarms Subsystem is a complex area in WIS 4.x because it uses many Microsoft Technologies. This Tech Note provides some technical explanation, and basic troubleshooting procedures for
the most common issues.
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