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Introduction

Many Wonderware applications communicate to each other via the SuiteLink protocol. Monitoring the SuiteLink process is useful,
especially if there are issues with communication.

This Tech Note describes how you can monitor SuiteLink performance counters by using Performance Monitor (Perfmon), and it outlines
how you can generate a Counter Log (file) for further analysis. It also shows creating a .CSV file with information about SuiteLink.

Content Links

Use the following links to navigate to your topic of interest:
e About SuitelLink
¢ Using SuiteLink Performance Counters

e Monitoring SuiteLink Performance
o SL Local Applications

o SL Local Apps by Connected App
o SL Local Apps by Connected Machine and Topic
o SL Local Servers by Topic

o SLS Users
* Generating a Counter Log (File) for the SuiteLink Performance Counters
e SuiteLink Flow Control Logging

¢ Flow Control CSV File

e Enabling Logging on Windows 2008 R2 and Windows 7

e Enabling the Logging on Windows Server 2003 SP2 and Windows XP SP3
e SuiteLink Diagnostic Tips

e SuiteLink Warnings/Error Messages
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About SuiteLink

SuiteLink is a Wonderware communications protocol that uses a TCP/IP based communication protocol. SuiteLink is designed specifically
to meet industrial needs, such as data integrity, high throughput, and easier diagnostics. This protocol standard is supported on Microsoft
Windows.

SuiteLink has a unique way of detecting the client overload condition. At the client side, SuiteLink probes the depth of the Windows
message queue of the client process at a particular interval. If the depth of the Windows message queue is above a certain level called
High Water, SuiteLink understands that the client is overloaded and it will not be able to process the data at that rate. At that point, it
will generate a Suspend event and request the server to stop sending the data. Based on the Suspend request, the server will stop
sending the data.

For a particular SuiteLink probe, if the depth of the Windows message queue is below a certain level called Low Water, SuiteLink
understands that the client has come out of the overload condition and it will be able to process the data. It will generate a RESUME
event and request the server to resume sending the data. When the Server processes the RESUME request, the Server will resume
sending the data.

Note: SuiteLink is not a replacement for DDE, FastDDE, or NetDDE. Each connection between a client and a server depends on your
network situation.

Using SuiteLink Performance Counters

Performance Counters are used to provide information about how well the operating system or an application, service, or driver is
performing. Applications use counter data to determine how much system resources to consume.

Note: You can see the SuiteLink counters in Performance Monitor on Windows XP SP3, Windows 2003 R2 and Windows 2008 SP2 32-bit

Operating Systems after running WindowViewer. On Windows 64 bit you have to type the command mmc /32 perfmon.msc in order
to display the SuiteLink counters. The screenshots in this section are taken from a machine with Windows 2008 SP2.

Monitoring SuiteLink Performance

SL Local Applications

Use SL Local Applications to monitor the local running applications that use SuitelLink.

1. Type Perfmon in the Run field. The Reliability and Performance Monitor window appears (Figure 1 below).
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Ficure 1: REeLIABILITY AND PERFORMANCE MoNITOR WINDOW

2. Click Performance Monitor (Figure 2 below).
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Ficure 2: PERFORMANCE MONITOR

3. Right-click anywhere in the right panel and click Add Counters. The Add Counters window appears (Figure 3 below).
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Ficure 3: Apb CouNTERs WINDOW

4. Go to SL local applications and expand it, then select some or all of the counters under it. Refer to Appendix for the definition
of each counter.

5. Click one or more of the instances below.

6. Click Add (Figure 4 below).
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Ficure 4: SeLecT SL LocaL APPLICATIONS TO ADD

7. Click OK. The counters are added to the Performance Monitor window (Figure 5 below).
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Ficure 5: SL CouNTERS ADDED TO PERFORMANCE MONITOR

SL Local Apps by Connected App

Use SL Local apps by connected App to monitor the communication between a local running application that uses SuitelLink, and a
specific application running on a specific machine.

For example, if you have a SuiteLink server application and many SuiteLink client applications running on different machines, you can
monitor the communication to each client individually.
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1. Open Performance Monitor to add counters using the previous steps.

2. Go to SL local apps by connected App and expand it.

3. Select some, or all, of the counters under it. Refer to the Appendix for the definition of each counter.
4. Select one or more of the instances.
5

Click Add (Figure 6 below).
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Ficure 6: Apbb SELECTED COUNTERS

Note: In this example, there are two instances of TESTPROT: One to the View application on the GCS12 machine and one
to the View application on GCSSRVO1.

file:///C|/inetpub/wwwroot/t002665/t002665.htm[10/1/2012 8:17:38 AM]



Monitoring and Tracking SuiteLink
6. Click OK. The counters are added to the Performance Monitor window.

SL Local Apps by Connected Machine

Use SL Local apps by connected Machine to monitor the communication between a local running application that uses SuiteLink and a
specific machine that has some running SuiteLink applications.

SL Local Clients by Topic

Use SL Local clients by Topic to monitor the communication between a local SuiteLink client application and each topic of the SuiteLink
server application.

For example, if View is running on the local machine, and is connected to some items from a DAServer, like DASABCIP, you can monitor
the communication to each topic individually.

1. Open Performance Monitor to add counters using the previous steps.

2. Go to SL local clients by Topic and expand it.

3. Select some, or all, of the counters under it. Refer to Appendix for the definition of each counter.
4. Select one or more of the instances.
5

Click Add (Figure 7 below).
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Ficure 7: AbpiING Toric COUNTERS

Note: There are three instances for View, one for each topic in DASABCIP.

6. Click OK. The counters are added to the Performance Monitor window.

SL Local Servers by Topic

Using SL Local servers by Topic to monitor the communication between a local SuiteLink server application and one or more of its
SuiteLink client applications per topic.

1. Open Performance Monitor to add counters using the previous steps.
2. Go to SL local server by Topic and expand it.
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3. Select some, or all, of the counters under it. Refer to the Appendix for the definition of each counter.
4. Select one or more of the instances.

5. Click Add (Figure 8 below).
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Instances of selected object:

<Al instances>
TESTPROT Jtopicl from GCS12%wiew by GCS512VAdministrator
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Ficure 8: SL LocaL SERVERS BY ToPIC

6. Click OK. The counters are added to the Performance Monitor window.
SLS Users

SuiteLink applications appear under SLS Users with their full path. One of the important SLS Users counters is Open Connections.

Use it to monitor all the connections of a SuiteLink application.
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Go to SL Users and expand it.

Select one or more of the instances.

o & W N F

Click Add (Figure 9 below).

Add Counters

~ Available counters
Select counters from computer:

I*:Luu:alcumputer:: j Browse.., |

[~ SCS COMMTECTITTS u:l
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515 Users =
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R Bytes/Sec
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Instances of selected object:

<Al instances>
C:\Program Files\Commaon Files\ArchestrA\testprot.exe
C:\Program Files\Wonderware\InTouchview.exe

Open Performance Monitor to add counters using the previous steps.

Select some, or all, of the counters under it. Refer to the Appendix for the definition of each counter.

X
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l
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Ficure 9: Apb SLS Users CoOUNTERS

6. Click OK. The counters are added to the Performance Monitor window.

Generating a Counter Log (File) for the SuiteLink Performance Counters
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You can create a Log file for later analysis for any of the counters used in the previous sections. Creating a Log file helps with
troubleshooting.

1. In the Reliability and Performance Monitor window, expand Data Collector Sets.

2. Right-click User Defined, then click New Data Collector Set (Figure 10 below).

eliability and Performance Monitor

@ File  Action View Favorites Window Help

a|rE|cd=HmaE| @
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&=l L g Monitoring Tools
BB Performance Monitor
E= Reliability Monitor
=l [ Data Collector Sets

‘5 M_ Data Collector Set
L m System

[z EventTra  View 4

L Startup By MNew Window from Here
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There

Mew Taskpad View...

Refresh
Export List...

Help

Ficure 10: CrReaTE A NEw DATA COLLECTOR SET

3. In the Create New Data Collector Set window, type a name for the set and click Create manually (Figure 11 below).
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. Create new Data Collector Set.

O @# Create new Data Collector Set.

How would you like to create this new data collector set?

Mame:

( SuiteLlinkCounterLog J

{" Create from a template (Recommended]
How dao I work with templates?

(_F Create manually [Advanced] ]

How do I choose data collectors manually?

Ficure 11: CreaTE SuiTELINK CouNTER LoG
4. Click Next.

5. Click the Performance counter checkbox (Figure 12 below).
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Ficure 12: CreaTe DATA Locs/PeERFORMANCE COUNTER

6. Click Next.
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# Create new Data Collector Set.
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Performance counters:
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sample interval: Units:
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|

Cancel

Ficure 13: Apb PeErRFoORMANCE COUNTERS

7. Click Add. The following window appears (Figure 14 below).
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— Available counters
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Ficure 14: SeLecTt CouNTERS FROM THE LocaL CoOMPUTER

8. Add some of the SL counters shown in the previous examples (Figure 15 below).
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Add Counters
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Ficure 15: Apbinc SL CouNTERS

9. Click OK. The counters appear in the Performance counters panel (Figure 16 below).
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Ficure 16: PeErFORMANCE CoOUNTERS FOR THE DATA COLLECTOR SET

10. Click Next.

11. Type the directory where you would like to save the Log files (Figure 17 below).
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% Create new Data Collector Set.

[onsuitelinkCounterLog

Ficure 17: Loc FiLE PATH
12. Click Next.

13. Click Start this data collector set now, then click Finish (Figure 18 below).
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“ Create new Data Collector SeL

Ficure 18: START THE DATA COLLECTOR SET

Note: On Windows 2003, the Performance Logs and Alerts service should Log on as a Local System account (Figure 19 below).
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Ficure 19: PErRFORMANCE LoGgs AND ALERTS PROPERTIES WINDOW
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For InTouch 10.5, you can use SuiteLink Flow Control Logging to troubleshoot communication issues.

A SuiteLink client can enable logging to a CSV file. The logging configuration data is stored in the registry, and the information is read
one time when the SuiteLink client process starts. The folder where the log file should be generated is specified as well as how large the
log file is allowed to become in megabytes.

E:glstry HKEY_LOCAL_MACHINE\Software\Wonderware\SuiteLink\<Module Name>
String

value QueueProbelLogFolder

IV Yes — Module Only — No Global Setting.

Support

Default None

Minimum None

Maximum  None

Constraints Folder must exist. Do not end folder specification with a backslash.

If this entry exists in the registration database for the specified module, then a log file will
Purpose be created in the folder when SuiteLink is connected to the module, and that log file will
begin filling with text indicating the status of the flow control handler for that client.

E:glstry HKEY_LOCAL_MACHINE\Software\Wonderware\SuiteLink\<Module Name>
DWORD .

value QueueProbelLogSizeMax

Module Yes — Module Only — No Global Setting.

Support

Default 512MB

Minimum 0
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Maximum 2732

Constraints None

Control how large the queue probe log file will become. Once the maximum log file size has
been reached, no further messages will be logged to the file.

Purpose
Note that because one last log file message might be pending, the log file maximum size
might be exceeded by a few bytes.

The messages indicating that the SuiteLink client has suspended or resumed by default do not appear in the SMC logger for every
occurrence. You can configure the number of times SuiteLink must be consecutively suspended before a message appears in the Registry.

If you think that the SuiteLink suspends very briefly, but nothing appears in the SMC logger, you can set this number lower and lower.
Setting the number to 1 logs every Suspend event.

E:)g/'sm’ HKEY_LOCAL_MACHINE\Software\Wonderware\SuiteLink\FlowControl
DWORD .
value MaxHighWaterCountToLogMessage
Module
Yes
Support
Default 10

Minimum 0

Maximum 2732

Constraints None

A consecutive MaxHighWaterCountToLogMessages number of SuiteLink Suspend events will
cause a message to be sent to the SMC logger, which will indicate that SuiteLink has
become suspended. A subsequent message will be posted once SuiteLink resumes.
Purpose . Lo
P This value can throttle how much activity is reported to the logger.

A value of 0 or 1 will potentially result in a log file full of SuiteLink suspend and resume
messages.

Flow Control CSV File
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If the proper entries have been made to enable the client-side flow control log file, the CSV file appears when logging begins.
The file's name has the following format:
QPHLog_App_Exe_P1D_DDMMYYYY_HHMMSS_MMM_CSV

For example, if the SuiteLink client’'s program name was View.Exe and the program started logging on June 02, 2011, the file name is:

QPHLog_View _Exe_ 2804 02062011 083927 523.CSV

Enabling Logging on Windows 2008 R2 and Windows 7

1. Open Regedit (Figure 19 below).

Type the narme of a prograrm, folder, docurment, or Internet
resource, and Windows will open it foryou,

Open: I j

'@' This task will be created with administrative privileges.

0] 4 Cancel

L o o=

Ficure 20: RuN/REGEDIT

Browse,., |

[ 7start

2. Navigate to HKEY_LOCAL_MACHINE\Software\Wow6432Node (this key is generated by default).

3. Under the above key, create the following keys:

e Wonderware>SuiteLink>FlowControl
e Wonderware>SuiteLink>view.exe (the module you want to log it)
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mamputeriHKEY _LOCAL MACHINE|SOFTWAREYWows432HNode Wonderware! Suitelinkview, sxe _

File Edit Yiew Fawvaorites Help

| Macromedia ;I Mame | Tvpe | C'aka

gt Micrasoft ab|iDefault) REG_S57 iwalue not set)

G- [ ODBC ab| QueueProbeLogFolder RE=_S57 1\ SuiteLinkiLogFiles
- | Policies

i | Registeredfpplications
S | WowsdszHode

| Archestrsy

| Classes

| Clients

, Description

| FLE¥Im License Manager
, H+H Software GmbH
| Macromedia

J Micrauil

J Microsoft

| QDEC

| Policies

, Rainbow Technologies
e | Reqgisteredfpplications

- | WebEx

- | Wonderware
| ActiveFactory
- | Alarm Toolkit Run-Time
#- | AlarmLogger
| AlarmManager
#- | Archestra
| Archestralser
F- | ddeclik
F- | FS2000
F- | Installs
#- | InTouch
o | License
..... , Logaer
= | SuiteLink
: ----- | FlowControl

Ficure 21: CrReaATE RecISTRY KEYS

4. Under FlowControl, create a DWORD value and call it MaxHighWaterCountToLogMessage, and set its value to 1 (Figure 21
below).
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Mame Tvpe | Data
ab|(Defaulk) REG_57 (walue not sek)
| MaxHigh'WaterCount TologMessage REG_[WWORD Q00000001 (1)

Edit DWORD (32-bit}) Yalue

Yalue name:

IMa:-:HighWaterD:uuntT ol ogkdeszage

Walue data: Baze
&+ Hexadecimal
™ Decimal

| QF. I Cancel

Ficure 22: Epit DWORD VALUE
5. Under view.exe, create a String value and call it QueueProbelLogFolder.

6. Set its value to C:\SuiteLink\LogFiles (Figure 22 below). This path is manually created to store the log files.

Mame | Tvpe | Data
ab|{Default) REG_S57 {value not sek)
ab| CweueProbelogFolder REG_5Z A SuitelinkiLogFiles
Edit String |
Walue name:
II]ueueF'rnbeLcuanlder
Walue data:
C:\Suitelink\LogFiles
| aF. I Cancel

Ficure 23: CrReaTE VALUE DATA NAME AND PATH
7. Open WindowViewer. The .csv files should be created at the path you provided (C:\SuiteLink\LogFiles).
Note: Each time you restart Viewer, a new .CSV file is created at that location.
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o

;\ )( } | . = Computer = Local Disk (Ci) = Suitelink. = LogFiles

v 3 I Seatch LogFiles

Organize *  Include inlibrary = Sharewith +  Burn  Bew Folder

| Date modified

£, Local Disk (C:)
i Local Disk (D)
3 BO-RE Drrive (k) Arce:

E‘i_‘ Metwork,

- Favorites el | UiTE
BE Desktop || QPHLog_view_exe_3064_08042012_235101_994,C5Y 4/3/2012 11:51 PM 5 File
.ﬂ' Downlaads || QPHLog_view _exe_3220_08042012_235633_554.C5Y 4/9(2012 12:12 &M 5V File
=i Recent Places || QPHLog_view_exe_3552_08042012_235026_208.C5V 4j8{2012 11:50PM CSY File

- Libraries || QPHLog_view_exe_4484_09042012_001212_790.C5V 4jajz01z 12:124M  CSV File
3 Documents
J’- Music
| Pictures
™ videos
1M Computer

Ficure 24: CSV FiLes AT PrRe-CoONFIGURED LocATION

Each Log file will look as follows:
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I“ Hd9-t-|s QPHLog_view_exe 2792 08042012 002113 528.C5V - Microsoft Excel o @ &
Home Insert Page Layout Formulas Data Review Wiew Load Test Team £ 9 o @ 2
& Calibri 11 oA A = g[%] B M- S Genenal . ﬁ g? gelnset  E - % Eﬁ
h a- o = P Delete E* -
Mg BIUE [ 0A EEERE (E 8% U8 G e @ e e
Clipboard = Font 1 Alignment Ia Mumber la Styles Cells Editing
Al - f:| ProbeCount v
A B C D E F G H | J 4 L M N 8] A
1 |ProbeCouElapsedTiiCurrentTir StartTime Consecuti Consecuti Consecuti TriggerSus Messageli Overloadl QueuePrc CountToTiCountToR CountToR MaxComfiMi[ |
2 1 372 2069709 2069337 0 1] 0 0 1 1 0 1 1 3 100
3 2 0 2070346 2070346 0 1] ] 0 1 0 0 1 1 5 100
4 3 0 2071335 2071355 0 1 0 0 1 0 0 1 1 3 100
5 4 0 2072364 2072364 0 2 ] 0 1 0 0 1 1 5 100
6 5 0 2073373 2073373 0 3 0 0 1 0 0 1 1 3 100
7 ] 0 2074382 2074382 0 4 ] 0 1 0 0 1 1 5 100
g 7 0 2075391 2075391 0 1] 0 0 1 0 0 1 1 3 100
9 g 0 2076400 2076400 0 1 ] 0 1 0 0 1 1 5 100
10 9 0 2077409 2077409 0 2 0 0 1 0 0 1 1 3 100
11 10 0 2078418 2078418 0 3 ] 0 1 0 0 1 1 5 100
12 11 0 2079427 2079427 0 4 0 0 1 0 0 1 1 3 100 |_
13 12 0 2080436 2080436 0 1] ] 0 1 0 0 1 1 5 100 |
14 13 0 2081445 2081445 0 1 0 0 1 0 0 1 1 3 100
15
16
17
18
19
20
21
22
23
24 L4
25
w
ﬁﬁﬂl QPHLog view exe 2792 08042012 0 %] 4] i | b ]
Ready | |[E@m w00 (-0
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Ficure 25: CSV Loc FiLE CONTENTS

Some of the parameters that you will see in the file are:

e CountToTriggerOverload: The Suspend event is generated only if the count of consecutive HighWater conditions is greater than
this value. Its default value is 1.

e CountToResetOverload: The RESUME event is generated only if the count of consecutive LowWater conditions is greater than this
value. Its default value is 1.

Enabling the Logging on Windows Server 2003 SP2 and Windows XP SP3

For Windows Server 2003 SP2 and Windows XP SP3, repeat the previous steps above but you will find the Registry key of Wonderware
under HKEY_LOCAL_MACHINE\Software instead of HKEY_LOCAL_MACHINE\Software\Wow6432Node.
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|y ComputeriHIEY LOCAL MACHINE|SOFTWARE Wondervara| Sultelinkvisw_ exe HEfa D LVERIE P S8L)

b] HREY_CURREN| _LUSEs (8] CpeusFrobel ogFolder REG_5Z  C:iSukelinkiLogFiles
EHT HEEY_LOCAL_MACHINE

1] HARDWARE
R
{0 sEQURITY
=) SOFTWARE
-1 adobe
& Aller-Bradiey
&1 ] Archestra
&0 COTRSY
& Classes
- Chents
#- CLsin
&[] Description
1] FLERIm Licerse Manager
&0 Gemphus
= ] Macromedis
-2 Microsoft
& Mozl
& MozllaPluging
& ooec
-] OPC Foundation
@ Policies
Dﬁnwmﬁruns
#1-{_1 Rainbow Technalogies
-] Rockwell Automation
-] Rickeell Softvesre
&2 Schiumbesger
{1 Secure
-] ThirPrint
-] Weweare, Inc.
B Wonderware
(L] ActiveFactory
-0 Adarm Toolkd RuneTime
{1 alarmLogger
(23 Alarmmansger
-] Archestra,
(L] Archestraliser
- ddechit
& F52000
B instals
-] InTouch
(Z] License
{20 Logger
A SuiteVovager
] wwdebug
(-] wawrdbhandiar
B0 Suitelink
(2] FlowControl
o view.ecce |

Ficure 26: RecisTRY KEY FOR WIiNDows 2003 aND XP SysTems

SuiteLink Diagnostic Tips

SuiteLink data can be lost for several reasons:
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High CPU Utilization

In this case the 10Server may not get any CPU time. As a result, the 10Server doesn’t even update itself (it is freezing). This condition is
not related to SuiteLink but rather to the fact that there is no CPU allocated to the 10Server (lower thread priority).

Solution

For this scenario the 10Server should be moved on another machine. This way the node with the 10Server will not be affected by a high
CPU, for example from using TSE.

InTouch is Busy

The CPU may not be high but InTouch is busy (like a loop or a lot of Synch QF)—client overload.

In this case InTouch sends a Suspend and tells the Server to stop sending data. When InTouch is no longer busy it sends a RESUME and
the 10Server starts sending the data. What happens in this case is that the data between the Suspend and RESUME is lost.

Solution

Find out why the InTouch is busy and why it cannot process the data. Check the loop and Synch QF.

The 10Server is Slow
The 10Server is slow (slow device). As a result, several Suspend messages can be posted by the Server. Suspend messages posted by

I0Servers do not do anything to the system (do not stop the data from being sent or received). They just pile up in the Message queue,
which can lead to the 10Server not being able to function.

Solution

For this scenario work needs to be done on the 10Server-side (the protocol specific code), as well as the Device to make sure that it is
not so slow. This way fewer Suspend messages will be generated.

SuiteLink Warnings/Error Messages

The following graphics show examples of Suitelink warnings/errors. In this case, InTouch and InControl were used for testing.
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i View - Logic2(wwLogger) 20040225, AFH

Fle Edt View Help

2004/02/25 16:33:19.09940530:052C/servermain
[WSAECONNRESET) (10054)
2004/02/25 16:33:19.09940530:052C/servermain
[WSAECONNRESET) (10054)
2004/02/25 16:33:19.09940530:052C/servermain
[WSAECONNRESET) (10054)
2004/02/25 16:33:19.09940530:052C/servermain
[WSAECONNRESET) (10054)
2004/02/25 16:33:19.09940530:052C/servermain
[WSAECONNRESET) (10054)
2004/02/25 16:33:19.09940530:052C/servermain
[WSAECONNRESET) (10054)
2004/02/25 16:33:19.09940530:052C/servermain
[WSAECONNRESET) (10054)
2004/02/25 16:33:19.09940530:052C/UNKNOWN
2004/02/25 16:33:19.09940530:052C/servermain
[WSAECONNRESET) (10054)
2004/02/25 16:33:19.09940530:052C/servermain
[WSAECONNRESET) (10054)
2004/02/25 16:33:19.59940530:052C/servermain

AUDICAAMMOCOET (A00C &)

[SuiteLink Stream communication failure receiving from SCU_L2 RTEngine: Connection for servermain from 161.158.29.138 went away, app closed connection?
[SuiteLink Stream communication failure receiving from SCU_L2 RTEngine: Connection for servermain from 161.158.29.138 went away, app closed connection?
[SuiteLink Stream communication failure receiving from SCU_L2 RTEngine: Connection for servermain from 161.158.29.138 went away, app closed connection?
[SuiteLink Stream communication failure receiving from SCU_L2 RTEngine: Connection for servermain from 161.158.29.138 went away, app closed connection?
[SuiteLink Stream communication failure receiving from SCU_L2 RTEngine: Connection for servermain from 161.158.29.138 went away, app closed connection?
[SuiteLink Stream communication failure receiving from SCU_L2 RTEngine: Connection for servermain from 161.158.29.138 went away, app closed connection?
[SuiteLink Stream communication failure receiving from SCU_L2 RTEngine: Connection for servermain from 161.158.29.138 went away, app closed connection?

{SUSPENDED SuiteLink Updates
[SuiteLink Stream communication sending to SCU_L2 RTEngine discontinued: Connection for servermain from 161.158.29.138 went away, app closed connectior]

[SuiteLink Stream communication sending to SCU_L2 RTEngine discontinued: Connection for servermain from 161.158.29.138 went away, app closed connectior]

[SuiteLink Stream communication sending to SCU_L2 RTEngine discontinued: Connection for servermain from 161.158.29.138 went away, app closed cnnnectim]

Ficure 27: wwlLocGcer FiLE AND WARNINGS/ZERRORS

= View - Logic1(wwlogger)20040225.AEH
File Edit “iew Help

2004/02425 00:00:00.261-03AC:03DEMWLOGSYC

MWLogger Service 7,11,0,30124, Windows ¥5.00, 586 CPU, 1024 K Free

2004/0225 15:16:55.048}-031C:06D8/RTEngine
2004/0225 15:17:05.533}-031C:06D8/RTEngine
2004/0225 15:20:01.657}-031C:06D8/RTEngine
2004/0225 15:20:11.581}-031C:06D8/RTEngine
2004/02425 15:20:45.750/-031C:06D8/RTEngine
2004/02425 15:20:48.304}-031C:06D8/RTEngine
2004702425 16:14:05.491}-031C:0320}UNKNOWN
2004702425 16:1 4:16.327}-0530:052 CJUNKNOWN
2004702425 16:1 4:27.663-031C:0320/UNKNOWN
2004702425 16:14:39.049-0530:052 CJUNKNOWN
2004/0225 16:33:29.625%-031C:06D8/RTEngine
2004/02425 16:34:06.839/-031C:0794/RTEngine
2004/02425 16:34:06.839/-031C:0794/RTEngine
2004;0225 16:34:16.683-0778:07FB/ICDev
2004;0225 16:34:16.683-0778:07FB/ICDev

{BongaSuiteLinklQ : Disconnected YSCU_TSTWIEW|TAGNAME
{BongaSuiteLinklO : Topic Not found W5CU_TSTWIEW|TAGNAME
{BongaSuiteLinklQ : Disconnected YSCU_TS2\WIEW|TAGNAME
{BongaSuiteLinklO : Topic Not found W5CU_TS2AVIEW|TAGNAME
{BongaSuiteLinklO : Connected {SCU_TS2WIEW|TAGNAME
{BongaSuiteLinklO : Connected {SCU_TS1WIEW|TAGNAME
{SUSPENDED SuiteLink Updates
{SUSPENDED SuiteLink Updates
JRESUMED SuiteLink Updates|
{RESUMED SuiteLink Updates
{Changed to 'Stop' mode.
fHirschmannOPC : Disconnecting from OPC server...
MHirschmannOPC : OPC server disconnected.
MWonderware InControl Yersion 7.11.0.1637.001
MWonderware InControl Yersion 7.11.0.1637.001
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Ficure 28: SuspeNnD/RESUME MESSAGES

The Suspended and Resumed messages do not constitute failure by themselves.

By design, SuiteLink generates the Suspended and Resumed messages automatically in the background. These messages are only an
indication of problems when data updates become very sluggish and/or missing (out of synch).

By default, Suitelink Suspend events are not logged unless a Suspend event occurs consecutively for 10 or more times without a Resume
event. This means that Suspend events can still occur, even though they may not appear in the logger. You can monitor Suspend events
more closely by looking at the Performance Counters.

Possible Causes

The following events are possible causes for the Suspend event to be generated.
e SuiteLink server shutdown: Closing the InTouch or InControl application, reboot, and so on.

« Network issue: Sharing network routers with a large number of nodes with dynamic node addressing assignments; duplicate node
IDs, heavy network traffic, etc.

¢ Suitelink overload: Accompanied by Suspended/Resumed SuiteLink Updates messages. Too many items updating too fast
sometimes corrupts SuiteLink files or something similar.

« High CPU utilization: This is one of the most common cause for Suspend events to be generated.

SuiteLink Notes

* The network transport protocol is TCP/IP using Microsoft's standard WinSock interface.
e SuiteLink is designed specifically for high speed industrial applications.

e SuiteLink does not support multiple Access Names with the same application/topic names. You can configure one of the Access
Names to use DDE and the other to use SuiteLink.

e SuiteLink Suspend condition can occur when the machine’'s CPU is highly loaded or all the machine resources are being used on
some other processes.

This section contains SuiteLink Counter names and their definitions.

Counter Name Definition

High Water mark triggered now The transmit queue is now filled to high limit.

Total items received (advised or requested) since app
startup.

Items Recd
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Total number of times the server accepted a connection
Open Connections from SLSSVC since server startup (includes topics with
invalid names).

Overload forced now The local application has indicated that it is overloaded.

The remote node requested that transmitting be

Rem node req’d suspend now suspended.

Rx Bytes Total number of bytes received.

Rx Items/Sec Items updated per second.

Suspends sent Total suspend requests sent.

Tx Bytes/Sec Bytes sent per second.

TXQ Bytes in Queue Total number of bytes currently in the transmit queue.

Transmitting is now suspended until a write callback is
rec’d.

Waiting for write callback
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Tech Notes are published occasionally by Wonderware Technical Support. Publisher: Invensys Systems, Inc., 26561 Rancho Parkway South, Lake Forest, CA 92630. There is also
technical information on our software products at \Wonderware Technical Support.

For technical support questions, send an e-mail to wwsupport@invensys.com.
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