
Software Release History

Software Name: Firmware for AWK-1137C Series

Version
No.

Build Date No./
Release Date

Supported OS Apply to Models New Features/ Enhancements Bugs Fixed/Changes Note

v1.3 Build_18121212 N/A AWK-1137C-EU-T, AWK-
1137C-JP-T, AWK-1137C-JP,
AWK-1137C-US, AWK-1137C-
EU, AWK-1137C-US-T

New Features:
1. IEC 62443-4-2 support
2. 3rd SNMP trap server
3. Web certificate support

Enhancements:
N/A

Bugs Fixed:
1. Abnormal roaming handoff time if MAC clone is enabled
2. Device reboot if it receives an abnormal beacon, which
does not follow the IEEE standards.
3. Issue with the error handler for abnormal Wi-Fi packets
4. In the client-router mode, if an AP disappears from the
network for a long period, an AWK-1137C client will not be
able to reconnect to it.
5. Static route of WLAN iface does not work for DHCP
client in Client-Router mode

Changes:
N/A

N/A

v1.2 Build_18020610 N/A AWK-1137C-JP, AWK-1137C-
EU, AWK-1137C-US, AWK-
1137C-EU-T, AWK-1137C-US-
T, AWK-1137C-JP-T

New Features:
N/A

Enhancements:
N/A

Bugs Fixed:
1. Fixed CVE-2017-14459.

Changes:
1. Changed the format of the device name field to AWK-
1137C_[the last six digits of the MAC address].
2. Displays complete S/N information.

N/A

v1.1 Build_17102616 N/A AWK-1137C-EU, AWK-1137C-
US, AWK-1137C-JP, AWK-
1137C-EU-T, AWK-1137C-US-
T, AWK-1137C-JP-T

New Features:
N/A

Enhancements:
N/A

Bugs Fixed:
1. The following CVE's are fixed: CVE-2017-13077, CVE-
2017-13078, and CVE-2017-13080.

Changes:
N/A

N/A

v1.0 Build 17080416 N/A AWK-1137C-EU, AWK-1137C-
US, AWK-1137C-JP, AWK-
1137C-EU-T, AWK-1137C-US-
T, AWK-1137C-JP-T

New Features:
1. First release.

Enhancements:
N/A

Bugs Fixed:
N/A

Changes:
N/A

N/A
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